
 

 

Working Plan/PC3-Foreign and Security Policy, Cybersecurity 
 
Working Method 
! Periodical PC meetings, at least one per month 
! Constant communication with the Executive Board 
! Constant communication with the Secretariat about PC 3 duties 
! Organizational communication with FC Presidium  
! Ensuring cooperation with other PCs and whole FC 
 
Working Cycle 
! Federal Committees: 

-Reinstating, when is possible, in-presence Political commission meetings in FC works 
-Early Federal Committee preparation (brainstorming, evaluating key issues and 
contemporary emergencies); 
-finalizing, by-deadlines, early resolution drafts; 
-finalizing statements (in cooperation with the EB); 
-Coordination with the Executive Board on PC3 issues; 
-Ensure horizontal cooperation with other Political Commission in common drafting process 
when needed. 
! Internal works: 

-planning of PC 3 Meetings and enhancing debate; 
-enhancing internal communication (use of PC3 Mailing-list and drafting of internal 
newsletter); 
-organization of ad hoc events in cooperation with Secretariat and/or National/Local 
sections. 

 
PC3 Actions 
! Drafting resolutions 
! Reflection papers 
! Statements (in cooperation with the EB) 
! Surveys 
! Advice EB and Secretariat on PC3-related domains 
 
Political Priorities 
! Keep reflection and analysis on common Foreign Policy and Defense; 
! Evaluation of European security (Strategic autonomy; Europe’s posture regarding Russia, 

MENA region, EU role in NATO and US); 
! Ongoing conflicts and crises: War in Ukraine; Israel-Hamas War; crises in West Africa (role of 

EU Civil cooperation); safety and reliance of international trade networks (e.g. Red sea crisis); 
! A.I. and Cybersecurity; 
 
Other actions & events 
! Red Sea Crisis: the European Mission (online); date: tbd; 
! Sanctions to Russia (online); date: tbd; 
! A.I. & Cybersecurity (online); date: tbd. 
! Following EP Foreign Affairs Committee’s Works; 



 

 

! Following EDA works and reports 


